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The Department of Defense (DOD) is promoting departmentwide use of
purchase cards for obtaining goods and services. It reported that for the
year ended September 30, 2001, about 230,000 cardholders used purchase
cards to make about 10.7 million transactions at a cost of over $6.1 billion.
Purchase cards are to be used exclusively for government-related
purchases. Purchase card transactions include acquisitions at or below the
$2,500 micropurchase threshold, commercial training requests valued at or
below $25,000, and payments on contracts. The use of purchase cards has
dramatically increased in past years as agencies have sought to eliminate
the lengthy process and paperwork long associated with making small
purchases. The benefits of using purchase cards versus traditional
contracting and payment processes are lower transaction processing costs
and less “red tape” for both the government and the vendor community.

Page 1 GAO-02-732 Army Purchase Card Control



We support the use of a well-controlled purchase card program to
streamline the government’s acquisition processes. However, it is
important that agencies have adequate internal control in place to protect
the government from fraud, waste, and abuse. In July 2001 and March
2002, we testified on significant breakdowns in internal control over
purchase card transactions at two Navy sites in San Diego, California.' This
work identified a weak internal control environment; ineffective internal
control; and potentially fraudulent,” improper, and abusive purchases.

As aresult of our work at the two Navy sites and continuing concern about
fraud, waste, and abuse in DOD’s purchase card program, you requested
that we expand our audits of purchase card controls. As the initial part of
this requested work, this report focuses on the Army, which has the largest
purchase card program in DOD. In fiscal year 2001, the Army had about
109,000 cardholders, 4.4 million transactions, and $2.4 billion in purchases.
We plan to report to you separately on the results of our audits of the Navy
and Air Force purchase card programs.

The objective of our audit of the Army’s purchase card program was to
assess the adequacy of internal control over the authorization, purchase,
and payment of purchase card transactions during fiscal year 2001.
Specifically, we addressed whether (1) the Army’s overall control
environment and management of the purchase card program were
effective, (2) the Army’s key internal control activities operated effectively
and provide reasonable assurance that purchase cards were used
appropriately, and (3) indications existed of potentially fraudulent,
improper, and abusive and questionable transactions. We audited the
Army’s internal control policies, procedures, and activities at five major
commands that account for about 66 percent of total purchases and 62
percent of total transactions. At one installation in each of the commands,
we tested a statistical sample of purchase card transactions and conducted
other audit work to evaluate the design and implementation of key internal
control procedures and activities. The results of our review of the

U.S. General Accounting Office, Purchase Cards: Control Weaknesses Leave Two Navy
Units Vulnerable to Fraud and Abuse, GAO-01-995T (Washington, D.C.: July 30, 2001) and
Purchase Cards: Continued Control Weaknesses Leave Two Navy Units Vulnerable to
Fraud and Abuse, GAO-02-506T (Washington, D.C.: Mar. 13, 2002).

“For this report, we limit the use of the term “fraudulent” to describe those instances in
which someone has been convicted, or punished under the Uniform Code of Military
Justice, of fraudulent activity. In all other circumstances we use the phrase “potentially
fraudulent.”
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transactions comprising the statistical samples can only be projected to the
individual installation at which we performed the testing and cannot be
used to project to the command level or to the Army as a whole. The
cumulative results of all our work offer significant perspective on the
adequacy of the design and implementation of purchase card program
internal control within the Army.

We also looked for indications of potentially fraudulent, improper, and
abusive or questionable purchases as part of our statistical sampling and
through nonrepresentative selections of transactions using data mining of
fiscal year 2001 transactions. Our data mining included identifying
transactions with certain vendors that had a more likely chance of selling
items that would be unauthorized or that would be personal items.
Because of the large number of transactions that met these criteria, we did
not look at all potential abuses of the purchase card. While we identified
some potentially fraudulent, improper, and abusive or questionable
purchases, our work was not designed to identify, and we cannot
determine, the extent of potentially fraudulent, improper, and abusive or
questionable purchases. See appendix I for further details on our scope
and methodology.

We requested comments from the Secretary of Defense or his designee on a
draft of this report. We received comments from the Acting Director of the
Army Contracting Agency dated June 17, 2002, and have reprinted those
comments in this report. We conducted our audit work from June 2001
through April 2002 in accordance with generally accepted government
auditing standards, and we performed our investigative work in
accordance with standards prescribed by the President’s Council on
Integrity and Efficiency, as adapted for GAO’s work.

Results in Brief

The purchase card program offers significant benefits; however, a weak
overall control environment and breakdowns in key internal control
activities leave the Army vulnerable to potentially fraudulent, improper,
and abusive purchases. Our work at five Army major commands and one
installation in each of the commands showed that the Army has not
established an effective internal control environment. As the use of
purchase cards has greatly expanded, Army management has not
emphasized internal control activities that can provide reasonable
assurance that the individual transactions are for authorized purposes or
that they adhere to legal and regulatory requirements. At the individual
transaction level, we identified a substantial number of purchases for
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which cardholders and approving officials had not adhered to important
internal control activities and that were not in accordance with valid
requirements, policies, and procedures.

A major contributor to the weak overall control environment and weak
program management is informal and incomplete operating procedures.
While existing governmentwide, DOD-wide, and Army-wide procurement
regulations are the foundation for the Army purchase card program, the
Army has not issued servicewide regulations or operating procedures, but
relies on ad hoc memorandums and other informal guidance. This informal
guidance does not provide the purchase card program with consistent,
comprehensive policies and procedures to guide those implementing the
program. For example, the scope of responsibilities and specific duties of
installation-level program coordinators, the primary focal points for
managing the purchase card program, are not addressed in Army guidance.
The major commands and installations we audited had established policies
and procedures; however, these policies and procedures were inconsistent
between commands and did not provide adequate guidance on key control
environment issues.

Another major contributor to the weak overall control environment is
ineffective oversight of the purchase card program. The Army purchase
card program did not have the infrastructure—guidance and human
capital—needed to implement the oversight activities that are essential for
effective internal control. Army and major command management levels
did not conduct meaningful oversight activities of their own and did not
provide direction to installation-level program coordinators on needed
oversight activities. At the local installation level, the sporadic oversight
activities performed did not provide reasonable assurance that internal
control procedures and activities were followed. For example, program
coordinators did not routinely perform annual reviews of approving
officials’ activities as required, and the reviews that were made were
seldom documented. Program coordinators told us that they did not have
sufficient human capital to conduct required annual reviews or to define
and conduct other needed oversight activities. In addition, approving
officials’ activities usually were considered “other duties as assigned” and
were not the primary duties on which the officials were evaluated and
rewarded. They generally said that many other duties were of a higher
priority than monitoring purchases and reviewing monthly cardholder
statements.
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We identified a significant breakdown in key internal control activities.
Control activities tested were (1) advance approval of purchases,

(2) receiving of goods and services by someone other than cardholders,
(3) approving officials reviewing cardholders’ monthly reconciled bills and
supporting documentation, and (4) whether transaction files contained
invoices that supported the transactions. Our statistical sample results at
the five installations showed significant failure rates for all four tested
control activities. The high failure rate—40 to 86 percent—for approving
official review is of particular concern because it is perhaps the most
important control activity.

The weaknesses we identified in the control environment and the
breakdown in specific internal control activities had specific
consequences—potentially fraudulent, improper, and abusive and
questionable transactions were not being prevented or identified promptly.
Potentially fraudulent transactions are (1) cardholder purchases that are
intended for personal benefit, (2) unauthorized transactions by vendors, or
(3) other purchases using compromised accounts. At three of the five
installations, we found that potentially fraudulent transactions went
undetected because of breakdowns in internal control. For example,
Eisenhower Army Medical Center, at Fort Gordon, Augusta, Georgia, had
two fraud cases that were not identified by appropriate approving official
review. Each case involved tens of thousands of dollars, with cardholders
purchasing jewelry, clothing, and other items for their personal use.
Another fraud case under investigation at the end of our fieldwork involved
purchases of over $100,000 of electronic equipment, computers, and other
items. The actions of the cardholder, approving official, and other service
members were being investigated. In our Army-wide data mining,?
potentially fraudulent transactions include the purchase of escort services
and the use of a compromised account to purchase athletic shoes.

We also identified a number of improper transactions—meaning those in
which the purchase was intended for government use but was not
permitted by law, regulation, or DOD policy—involving clothing, food, or
other items. For example, at the Soldier, Biological and Chemical
Command - Natick, in Natick, Massachusetts, the purchase of L.L. Bean
Gore-Tex parkas for 10 civilian employees at a cost of $2,400 was not an

°In our work, data mining involved the manual or electronic sorting of purchase card data to
identify and select for further follow-up and analysis transactions with unusual or
questionable characteristics.

Page 5 GAO-02-732 Army Purchase Card Control



appropriate use of federal funds because the parkas were not treated solely
as government property available only for official use. Other improper
purchases included meals, fruit baskets, luggage, and services. We also
identified as improper numerous purchases in which cardholders made a
substantial number of purchases of similar items (split purchases) to
circumvent the legislatively mandated micropurchase limit of $2,500 for a
single purchase. Using contracts for such purchases would comply with
procurement requirements and could result in lower prices for the
purchased items.

We identified abusive and questionable transactions at each of the five
installations we audited as well as in our Army-wide data mining. Abusive
transactions are those that were authorized, but the items purchased were
at an excessive cost or for a questionable government need, or both.
Questionable transactions were those that cardholders purchased items for
which there was not a reasonable and/or documented justification.
Examples of abusive and/or questionable purchases included sunglasses,
fine china, cigars, wine, and a $2,250 tree. The purchase card transaction
files we examined generally did not include explanations or advance
approvals that would justify these types of purchases and permit a
determination that the purchases were not improper or abusive.
Explanations and advance approvals for purchases of potentially
questionable items could increase visibility and oversight of such
purchases and reduce the potential for abusive and wasteful spending.

During our audit, the commands we audited began to address many of the
deficiencies we identified and implement many of the recommendations
applicable at their levels. In addition, DOD established a task force to
develop recommendations to improve procedures.

This report contains recommendations to the Army to improve the overall
control environment for the Army’s purchase card program; to strengthen
key internal control activities; and to increase attention to preventing
potentially fraudulent, improper, and abusive and questionable
transactions. We also recommend that the task force assess the DOD-wide
applicability of the recommendations addressed to the Army. In written
comments on a draft of this report, DOD concurred with our
recommendations and described actions completed, under way, or planned
to implement them. Although it concurred with our recommendation for
an Army-wide standard operating procedure directing the implementation
of specific internal control activities, DOD took exception to broad
application of two of the five recommended activities—advance approval

Page 6 GAO-02-732 Army Purchase Card Control



and independent receiving. We agree that not all purchases require
advance approval and independent receiving. However, we continue to
believe these are important control activities and that the Army-wide
standard operating procedure should (1) discuss the criteria for
determining when these activities are applicable and (2) articulate
guidelines for implementing them.

Background

The Army’s purchase card program is part of the governmentwide
Commercial Purchase Card Program established to simplify federal agency
acquisition processes by providing a low-cost, efficient vehicle for
obtaining goods and services directly from vendors. DOD has mandated
the use of the purchase card for all purchases at or below $2,500 and has
authorized the use of the card to pay for specified larger purchases. DOD
has had significant growth in the program since its inception and estimates
that in fiscal year 2001 about 95 percent of its transactions of $2,500 or less
were made by purchase card.

The purpose of the program was to simplify the process of making small
purchases. It accomplished this goal by allowing cardholders to make
micropurchases of $2,500 or less—$25,000 or less for training—without
having to execute contracts. The government purchase card can also be
used for larger transactions, but they still require contracts. In these cases,
the Army often refers to the card as a payment card because it pays for an
acquisition made under a legally executed contract.

The Army uses a combination of governmentwide, DOD, and Army
guidance as the policy and procedural foundation for its purchase card
program. The Army purchase card program operates under a
governmentwide General Services Administration purchase card contract,
as do the purchase card programs of all federal agencies. In addition,
government acquisition laws and regulations, such as the Federal
Acquisition Regulation, provide overall governmentwide guidance. DOD
and the Army have promulgated supplements to these regulations.

The Assistant Secretary of Defense for Acquisition, Technology, and
Logistics, in cooperation with the Under Secretary of Defense
(Comptroller), has overall responsibility for DOD’s purchase card program.
The DOD Joint Purchase Card Program Management Office, in the office of
the Assistant Secretary of the Army for Acquisition Logistics and
Technology, is responsible for overseeing DOD’s program. The Army
agency program coordinator, within the joint office, has oversight over the
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Army’s purchase card program. However, primary management
responsibility for the purchase card program lies with the contracting
offices in the major commands and local installations. Figure 1 depicts the
Army purchase card program management hierarchy as it was during our
audit work. For the major commands, the figure shows the number of
installation program coordinators within the command. For the five
installations we audited, the figure shows the number of approving officials
and cardholders at each installation.

On May 1, 2002, the Army created an Office of the Deputy Assistant
Secretary of the Army (Procurement) and the U.S. Army Contracting
Agency. The responsibility for the Army purchase card program and the
DOD Purchase Card Joint Program Management Office will be moved to
the newly created office. This new Deputy Assistant Secretary’s office will
be in a “transitional” status until October 1, 2002.
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Figure 1: Army Purchase Card Program Management Structure

Assistant Secretary of the
Army for Acquisition
Logistics and Technology

DOD Purchase
Card Program
Management Office

Army Agency
Program Coodinator

Materiel Command

Installation program
coordinators - 47

Training Command

Installation program
coordinators - 17

Forces Command

Installation program
coordinators - 13

National Guard Bureau

Installation program
coordinators - 55

Medical Command

Installation program
coordinators - 12

Soldier, Biological
and Chemical
Command - Natick

Approving officials - 87
Cardholders - 208

Fort Benning

Approving officials - 162
Cardholders - 450

Fort Hood

Approving officials - 321
Cardholders - 1,242

Texas National
Guard

Approving officials - 26
Cardholders - 437

Eisenhower Army
Medical Center

Approving officials - 162
Cardholders - 540

Source: GAO analysis of Army purchase card program organization.

At the installation, personnel in three positions—program coordinator,
cardholder, and approving official*—are collectively responsible for
providing reasonable assurance that purchase card transactions are
appropriate and meet a valid government need. The installation program

coordinator, typically a full-time position under the direction of the director
of the contracting office, is responsible for the day-to-day management,
administration, and oversight of the program. In our work, we noted that
program coordinators develop local standard operating procedures, issue
and cancel cards, train cardholders and approving officials, and coordinate

‘Approving officials are also referred to as either billing officials or certifying officials.
These three terms are often used interchangeably.
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Weaknesses in Overall
Control Environment
for Army Purchase
Card Program

with other Army units and the card-issuing bank. Cardholders—soldiers
and civilian personnel—are to make purchases, maintain supporting
documentation, and reconcile their monthly statements. Approving
officials, who typically are responsible for more than one cardholder, are to
review cardholders’ transactions and the cardholders’ reconciled
statements and certify the official consolidated bill for payment.
Approving officials receive an official bill that consolidates their
cardholders’ purchases. Appendix II provides additional details on the
Army purchase card program.

Mangement and employees should establish and maintain an
environment throughout the organization that sets a positive and
supportive attitude toward internal control and conscientious
management. A positive control environment is the foundation for all
other standards. It provides discipline and structure as well as the
climate which influences the quality of internal control.

GAQ’s Standards for Internal Control in the Federal Government
(GAO/AIMD-00-21.3.1, November 1999)

Weaknesses in the internal control environment for the Army purchase
card program at the five major commands and five installations we audited
contributed to internal control breakdowns and potentially fraudulent,
improper, and abusive purchases. The importance of the role of
management in establishing a positive internal control environment cannot
be overstated. GAO’s Standards for Internal Control discusses
management’s key role in demonstrating and maintaining an organization’s
integrity and ethical values, especially in setting and maintaining the
organization’s ethical tone, providing guidance for proper behavior, and
removing temptations for unethical behavior.

Army purchase card management has not encouraged a strong internal
control environment. It has not focused on ensuring an adequate
environment for a greatly expanding program. Instead, Army purchase
card management focused significant attention on maximizing the use of
the purchase card for small purchases and on paying bills quickly to reduce
delinquent payments, and it developed performance measures and goals
for them. However, purchase card management has not focused equal
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attention on internal control, and it has not developed performance
measures to assess the adequacy of internal control activities or set goals
for them. As aresult, our audit identified a weak internal control
environment characterized by a lack of (1) adequate operating procedures
specifying needed program management, oversight, and internal control
activities and (2) oversight by all management levels over the program’s
implementation at the installation level. These weaknesses are
symptomatic of a purchase card infrastructure that is insufficiently robust
to build and sustain a strong internal control environment. As discussed in
the next section, strong internal control activities are needed to effectively
manage the Army’s purchase card program and provide reasonable
assurance that the billions of dollars spent under the program adhere to
legal and regulatory requirements. Developing performance measures and
setting performance goals are fundamental to implementing and
maintaining strong internal control activities.

Inadequate Program
Operating Procedures

Appropriate policies, procedures, techniques, and mechanisms exist
with respect to each of the agency’s activities .... Management has
identified the actions and control activities needed to address the
risks and directed their implementation. GAO’s Internal Control
Standards: Internal Control Management and Evaluation Tool
(GAO/AIMD-01-1008G, August 2001)

The Army operates its purchase card program without a specific
servicewide regulation or standard operating procedures to govern
purchase card activities throughout the agency. Instead, the Army relies on
memorandums issued by the DOD and Army purchase card program
offices and procedures issued by major commands and installations. Our
assessment of the existing Army guidance is that it does not adequately
identify and direct the implementation of needed actions and control
activities.

The memorandums issued by the DOD and Army purchase card program
offices do not provide the Army purchase card program with a
comprehensive set of policies and operating procedures that identify the
actions and control activities needed to manage the program. Instead, they
address such topics as cash management of certified purchase card
invoices or suggest best practices, including discussions of the importance
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of internal control activities. Also, the memorandums often only request
that Army commanding officers implement a suggested action; they do not
direct that specific actions be taken within specific time frames. Such
requests might not achieve the desired results. For example, an August 3,
2001, Office of the Assistant Secretary of the Army for Acquisition Logistics
and Technology memorandum requested Army units’ assistance and
support in implementing the DOD program office’s earlier request to assess
the adequacy of purchase card program human capital resources. Because
they are only requests, they do not have to result in action. For example, in
the example above, we found no evidence that the major commands or
installations had made an assessment of their overall purchase card human
capital resource needs.

Without agencywide operating procedures, the Army has relied on its major
command and local installation program coordinators to establish
purchase card policies and procedures to guide approving officials,
cardholders, and others involved in the purchase card program as they
implement the program. The standard operating procedures for the major
commands and installations we audited varied widely, and they were not
adequate. For example, the Army Materiel Command does not have
standard operating procedures, but uses a Web-based tutorial that is part of
required training to guide cardholders and approving officials. A training
tutorial does not carry the force of a regulation or a standard operating
procedure. Consequently, installation program coordinators, such as at the
Soldier, Biological and Chemical Command - Natick, developed standard
operating procedures that set program implementation standards and
requirements at the installation.

At the installation level, the contrast between three installations illustrates
the differences. As discussed above, the Soldier, Biological and Chemical
Command — Natick had a detailed operating procedure that was revised
during our work there to add further detailed instructions. Fort Benning,
in Columbus, Georgia, did not have installation-level operating procedures.
At Fort Hood, in Killeen, Texas, the installation-level procedures were
supplemented with detailed procedures developed by the military units, for
example, battalions and brigades, located there. Thus, the procedures at
these three installations differed significantly and within Fort Hood
procedures were different. Collectively, the Army policy memorandums
and the major command and installation-level operating procedures do not
adequately address key control environment issues. Among the more
important issues not adequately addressed are
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Responsibilities and Duties of
Installation-Level Program
Coordinators

Controls over the Issuance and
Assessment of Ongoing Need for
Cards

¢ responsibilities and duties of installation-level program coordinators,
* controls over the issuance and assessment of ongoing need for cards,
¢ appropriate span of control for approving officials, and

¢ appropriate cardholder spending limits.

In addition to the above control environment issues, we identified
weaknesses in the individual control activities we tested, which we discuss
in the next section of this report.

Army guidance has not addressed the scope of responsibilities and specific
duties of installation-level program coordinators, although they are the
primary focal point for managing the purchase card program and generally
spend all their time on the purchase card program. The importance of
these program coordinators to the purchase card program cannot be
overstated. During our work we noted that program coordinators develop
and enforce operating procedures, establish and cancel cardholder and
approving official accounts, train cardholders and approving officials,
interact with the bank, and field myriad questions about the program from
both cardholders and approving officials. Yet, the Army does not have
guidance on how to do these activities, and it does not provide program
coordinators with guidance or assistance in developing oversight activities
to monitor how well their programs are functioning. Program coordinators
told us that they did not get formal training in what their duties are and
how they should be done. They said they had to do a lot of on-the-job
learning and they called other program coordinators for advice.

Little guidance exists to assist program coordinators and unit managers in
selecting who should be issued a purchase card. Carefully controlling the
issuance of cards and continually reassessing the need and justification for
outstanding cards are important issues in controlling the government’s risk
in the purchase card program. At the installations we audited, the
operating procedures usually specified that unit managers, after deciding
who should be a cardholder and who should be an approving official,
request the installation program coordinator to process the appointments.
Yet, we found little guidance at any level that provided criteria to these
officials for determining how many cards a unit should have or who should
have them. The November 2001 operating procedure at the Soldier,
Biological and Chemical Command - Natick requires unit directors to
provide written justification for the selection of a cardholder or approving
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Span of Control for Approving
Officials

Cardholder Spending Limits

official. However, without guidance from the Army, the command did not
establish criteria to guide the directors’ decisions. In no case did we
identify guidance that required cardholders to have a continuing need to
make procurements for an office or organization, and none of the guidance
discussed the need to reassess the ongoing need for outstanding cards.

Standard operating procedures at the major commands and installations
we audited do not adequately discuss the span of control that is
appropriate for approving officials that could provide a reasonable
assurance that they can effectively perform their responsibilities. The
training program for Army Materiel Command and the standard procedures
at the Soldier, Biological and Chemical Command — Natick discuss that an
approving official should have only as many cardholders for whom he/she
can review all monthly transactions. Approving officials who have more
cardholders than they can effectively supervise is symptomatic of a weak
control environment. The Army did not provide criteria for approving
officials’ span of control until July 2001,° just prior to our testimony on the
purchase card program at two Navy installations.® The July guidance
suggested a span of control of five to seven cardholders. However, this
guidance had not been promulgated in major command or installation
guidance as of the end of our fieldwork.

Policies and procedures that addressed controlling cardholders’ spending
limits were inadequate. Unit managers and approving officials coordinate
with the program coordinator to set both transaction and monthly spending
limits for cardholders. However, we found no policy guidance or
procedures that provided criteria to guide them in making these decisions,
except a recitation of the micropurchase spending limits, until an August
13, 2001, memorandum from the Director of Defense Procurement. This
memorandum, which was in response to congressional hearings on our
Navy testimony,” noted that not every cardholder needs to have the
maximum transaction or monthly limit and that reasonable limits based on
what the person needs to buy should be set. We found that individual
transaction limits were generally set at the micropurchase maximum of

*Memorandum from Director, Purchase Card Joint Program Management Office, to assistant
secretaries of defense agencies. Subject: Internal and Management Controls — DOD
Purchase Card Program (July 5, 2001).

SGAO-01-995T.

"GAO-01-995T.
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Army Addressing Control Issues

$2,500. Installations generally set monthly limits at a generic level, such as
$10,000, $25,000, or $100,000, for most of their cardholders. We saw little
evidence that limits were set based on an analysis of individual
cardholders’ needs or past spending patterns. In some cases, we were told
that the monthly limits were based on the anticipated peak spending to
avoid possible limit changes. We also saw infrequently used cards that,
nevertheless, had spending limits set at the maximum. Limits that are
higher than justified by the cardholder’s authorized and expected usage
unnecessarily increase the government’s exposure to potentially
fraudulent, improper, and abusive purchases.

As we were performing our review of the Army purchase card program and
in response to our July testimony on Navy purchase card activities, DOD
and Army officials have issued a number of memorandums that address
some of the weaknesses that we have discussed. For example, a
memorandum from the Director of Defense Procurement, issued in August
2001,% said that only those personnel with a continuing need to purchase
goods or services as part of their jobs should be cardholders. In another
example, DOD’s Joint Program Office, after we requested data on inactive
cards, sent a February 2002 memorandum’ to agency program coordinators
asking that they consider canceling cards with little activity or imposing
other controls, such as reducing the monthly limit to 1 dollar. However, at
the locations we audited, the guidance in these and other memorandums
had not been incorporated into operating procedures as of the end of our
fieldwork.

DOD and Army purchase card officials told us that they recognized the
need for the Army to issue standard operating procedures for the purchase
card program. They said that work had been ongoing on developing such
procedures, which could be issued in this fiscal year. In addition, on Ma